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Who is BlueVoyant?

BlueVoyant is an analytics-driven cybersecurity company whose mission is to protect organizations of all sizes against agile and well-financed cyber attackers through democratized cybersecurity.

Leadership, Experience, Global Presence

- **Exemplary leadership talent:** Co-Founded in 2017 by F500 Executives and Former officials FBI, NSA, Unit 8200, and GCHQ

- **Well-funded and growing:** Over $200 million in two rounds.

- **Global footprint:** New York City (headquarters), College Park (MD), San Francisco, London, Madrid and Tel Aviv
<table>
<thead>
<tr>
<th>BlueVoyant</th>
<th>Services</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>MSS</strong></td>
<td><strong>PS</strong></td>
</tr>
<tr>
<td>Managed Security Services</td>
<td>Professional Services</td>
</tr>
<tr>
<td>• Managed Detection, Response, and Remediation (MDR+)</td>
<td>• Full Service Incident Response</td>
</tr>
<tr>
<td>• Managed SIEM Powered by Splunk Enterprise</td>
<td>• Consulting Services</td>
</tr>
<tr>
<td>• Managed Microsoft Azure Sentinel and Threat Protection</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
</tr>
</tbody>
</table>
Challenge | Expanded Attack Surface

Cloud Business Use

Remote

Cloud Personal Use

On-Premise

You can’t stop what you can’t see
Challenge | Adversaries Taking Advantage

- The perimeter is dissolving
- Attackers/Nation-states are more active.
- 148% increase in Ransomware
- 667% increase in phishing attacks
BlueVoyant Managed Security | Endpoints + Cloud + Network

**Cloud**
- Custom log management
- Custom correlations and analytics
- UEBA
- Investigations

**On-Premise**
- Case management
- Data Enrichment
- Automated response and remediation

**Remote**
- ID emerging threats
- Actionable TI tailored to client environment
- Threat hunting

**Endpoint MDR**
- Onboarding/tuning
- Customized prevention
- Real-time response
- Threat eradication

**Managed SIEM**
- Custom log management
- Custom correlations and analytics
- UEBA
- Investigations

**Threat Intelligence**
- ID emerging threats
- Actionable TI tailored to client environment
- Threat hunting

**Automation**
- Case management
- Data Enrichment
- Automated response and remediation
Example | DNS Filtering
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Thank You

We see more.
We detect earlier.
We respond faster.